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ABSTRACT  

There are so many digital services and applications are available in today’s world. As the applications and 

services are increased day by day, the security is to be needed. In this paper, there are some watermarking techniques are 

described for example visible or transparent watermarking technique and invisible or non-transparent technique and also 

some attacks and noises that degrade the value or performance of the extracted watermark image. To implement these 

procedures, there are some approaches used and they are: Discrete Wavelet Transform and Principle Component Analysis. 
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INTRODUCTION  

In this paper, some watermarking schemes are to be described. In few past years, there has been a great increase in 

data exchanged through internet. As more the data will use, the security is also needed to protect the same data.                 

To protect the data, digital watermarking is the most efficient way. The digital watermarking is a most popular technique of 

copyright protection. It hides the authorized information of the particular organization. The data can be hided in the form of 

digital image, video signals, audio signals or text. So, we have described some watermarking schemes in this paper.       

There may be two types of watermarking schemes: Visible Watermarking and another one is Invisible Watermarking.       

In both the techniques, there are two approaches are used. The approaches are: Discrete Wavelet Transform and Principle 

Component Analysis. 

Multimedia data transmission over pubic network is gaining importance. To secure the multimedia data 

transaction over the internet, the data has to protect with any effective technique.  

Digital image watermarking can be performed in two domains, one is spatial domain and another is frequency 

domain. The spatial domain is that when pixel values of any image are altered in order to hide authorized information and 

when the image is converted into the frequency components and these components are used to hide the authorized 

information, called frequency domain. In comparison to both the domains, the spatial domain is more effective and easy to 

perform than a frequency domain.  

A good digital image watermarking technique needs some particular characteristics:  

• Robustness: It is an ability of a system to cope with the errors during execution. The watermark image needs to 

be robust enough against various attacks like Gaussian noise, salt and pepper noise, JPEG compression, filtering, 

cropping, scaling and rotation.  
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• Un-ambiguity:  It deals with the extracted image whether it is clear enough or not. The extracted image should be 

clear enough so that it can indicate the ownership of cover image without any ambiguity.  

• Imperceptibility:  It refers to the similarity between the original image and the watermarked image.  

• Capacity: Capacity is how much amount gets embedded in the cover image as a watermark to protect the 

copyright information.  

• Blindness: It is able to recover the copyright information with or without cover image. This copyright protection 

technique can be classified into two: one is blind and another is non-blind. 

• Security: It refers to protect the embedded watermark image from the various attacks. 

RELATED WORK 

In this paper, we introduced a very robust watermarking technique which is based on two approaches.                

The approaches are: Discrete Wavelet Transform and Principle Component Analysis. We have taken two images one is 

cover image and another is watermark image. The cover is of 512px*512px and watermark image is of 64px*64px.      

There are two watermark techniques: Embedding Technique and Extraction Technique.  

To embed a watermark in to the host cover image to protect the authorized information, it required a particular 

way to embed. By, using DWT the cover image is divided into four non-overlapping bands. The bands are: LL, HL,               

LH and HH. Here, LL band is used to embed the watermark. Before embedding procedure, LL band is being further 

separated into four non-overlapping bands. Then, embedding procedure followed.  

To embed a watermark in to a host image or cover image the following steps have to be followed:  

• Take an image of size 512px*512px as a cover image or host image. 

• Convert the image from RGB to YUV format. 

• Now, DWT is to be applied on a cover image or a host image to separate it into the four non-overlapping bands. 

The bands are LL, HL, LH and HH. 

• Then, take one more image of size 64px *64px as a watermark image.  

• To embed the watermark image in to the host image. Firstly, convert watermark image from RGB to YUV format.  

• Select LL band to embed the watermark.  

• Separate LL band into further four non-overlapping bands.  

• Apply PCA to each block.  

• Watermark is embedded.  

• To set the transparency of the watermark image, the value of α has to be set. To get more transparency of the 

watermark image, the value of α has to be decreased and vice versa.  
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Figure 1: Embedding Scheme 

Now, the logo has been embedded in the host image or cover image. And on the other end, the logo has to be 

extracted. 

To extract the logo out from the host image, it has to follow some steps. 

• Read watermarked host image to extract the logo out of it.  

• Separate RGB bands. 

• Decompose each band using 2-DWT. 

• Select the sub-band LL to extract the logo. 

• Apply PCA to each block in the chosen sub-band LL. 

• The watermarking bits of logo are extracted from the principle component of each sub-block of LL band.  

 

Figure 2: Extraction Scheme 

Proposed technique is experimented on some images. Those images are: 

• Host Images (512*512px) 

 

Figure 3 
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• Watermark Images (64*64px) 

 

Figure 4 

 

Figure 5: Block Diagram of Watermarking Schemes 

CONCLUSIONS 

In this paper, some watermarking techniques are described which are used to maintain the quality and 

imperceptibility of the watermark image. The techniques are embedding technique and extraction technique. All directional 

sub-bands are to be quantized based on the energy of the particular sub-band. To embed the watermark logo in to the host 

image, two approaches are used. Those are: DWT and PCA. There are some attacks, which affect the quality of the 

watermark image. To analysis the performance of the watermark, we are experimented the same techniques on the various 

images. On some results, we got the degradation of the quality and some are good. In the future work, to improve the 

robustness and imperceptibility of the watermark image, there can be used some more suitable techniques.  
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